В соответствии с положениями пункта 2 статьи 5 Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных» обработка персональных данных должна ограничиваться достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.

Департамент информационных технологий города Москвы не является органом исполнительной власти, уполномоченным на осуществление контроля за соблюдением федерального законодательства и законодательства города Москвы в части надлежащего соблюдения гражданами режима самоизоляции (изоляции) в связи с мерами, направленными на недопущение распространение коронавирусной инфекции.

В рамках реализации мер, установленных указом Мэра № 12-УМ, Департамент является органом исполнительной власти, уполномоченным исключительно на обеспечение надлежащего функционирования мобильного приложения «Социальный мониторинг».

В связи с этим целями обработки Департаментом персональных данных граждан, ограничены задачами обеспечения электронного мониторинга местоположения граждан в определенной геолокации.

В соответствии с пунктом 2 статьи 9 Закона согласие на обработку персональных данных может быть отозвано субъектом персональных данных. В случае отзыва субъектом персональных данных согласия на обработку персональных данных оператор вправе продолжить обработку персональных данных без согласия субъекта персональных данных при наличии оснований, указанных в[пунктах 2](https://docs7.online-sps.ru/cgi/online.cgi?rnd=872E47476323CFAAB47C6FAD6CA30541&req=doc&base=LAW&n=351273&dst=100260&fld=134&date=05.11.2020) - [11 части 1 статьи 6](https://docs7.online-sps.ru/cgi/online.cgi?rnd=872E47476323CFAAB47C6FAD6CA30541&req=doc&base=LAW&n=351273&dst=100269&fld=134&date=05.11.2020), [части 2 статьи 10](https://docs7.online-sps.ru/cgi/online.cgi?rnd=872E47476323CFAAB47C6FAD6CA30541&req=doc&base=LAW&n=351273&dst=100082&fld=134&date=05.11.2020) и [части 2 статьи 11](https://docs7.online-sps.ru/cgi/online.cgi?rnd=872E47476323CFAAB47C6FAD6CA30541&req=doc&base=LAW&n=351273&dst=100306&fld=134&date=05.11.2020) настоящего Федерального закона.

При этом, положения пунктов 6 и 7 части 1 статьи 6 Закона очевидно не применимы в целях продолжения обработки таких персональных данных непосредственно Департаментом, поскольку отзыв согласия на обработку персональных данных и соответственно от использования мобильного приложения «Социальный мониторинг» не может служить для Департамента основанием для признания следствием таких действий нарушений прав и законных интересов как гражданина так и третьих лиц.

Данные решения находятся вне сферы полномочий Департамента.

При этом Департамент считает, что персональные данные лиц, отказавшихся от использования мобильного приложения «Социальный мониторинг» после отзыва могут обрабатываться на основании положений пунктов 6 и 7 части 1 статьи 6 Закона, органами, в сферу полномочий которых входит принятие решений о наличии в действиях таких граждан  признаков нарушения прав и законных интересов как гражданина так и третьих лиц.

  Дополнительно информируем, что согласно  части 5 статьи 21 Закона, в случае отзыва субъектом персональных данных согласия на обработку его персональных данных оператор обязан прекратить их обработку или обеспечить прекращение такой обработки в срок, не превышающий тридцати дней с даты поступления указанного отзыва.

Учитывая, что срок самоизоляции в подавляющем большинстве случаев не превышает 21-го дня, указанный выше тридцатидневный срок, в течение которого оператор персональных данных еще может продолжать обрабатывать персональные данные, в полной мере дает возможность для реализации необходимых мер по контролю за соблюдением лицом, отозвавшим свое согласие мер по самоизоляции, без необходимости отказа оператора от удаления персональных данных.

Согласно пункту 12.4 указа Мэра Москвы от 05.03.2020 № 12-УМ  *граждане с наличием новой коронавирусной инфекции (2019-nCoV) и совместно проживающие с ними лицаобязаны* ***в целях контроля за соблюдением режима самоизоляции (изоляции) на дому*** *по назначению медицинских организаций государственной системы здравоохранения города Москвы или в соответствии с постановлениями санитарных врачей* ***применять технологии электронного мониторинга местоположения гражданина в определенной геолокации, в том числе с использованием технических устройств и (или) программного обеспечения ("Социальный мониторинг"),******в порядке, установленном Департаментом информационных технологий города Москвы****.*

Мобильное приложение «Социальный мониторин» используется при осуществлении контроля соблюдения гражданами режима самоизоляции (изоляции). (п.2.1 Порядка применения технологии электронного мониторинга местоположения гражданина в определенной геолокации с использованием мобильного приложения «Социальный мониторинг», утвержденного распоряжением ДИТ от 29.04.2020 № 64-16-186/20).

Таким образом, именно ДИТ, устанавливая порядок применения технологии электронного мониторинга местоположения гражданина в определенной геолокации, в том числе с использованием технических устройств и (или) программного обеспечения ("Социальный мониторинг") является органом, осуществляющим контроль за соблюдение гражданами режима самоизоляции (изоляции) на дому.

В случае выявления ДИТ фактов нарушения гражданами режима самоизоляции (изоляции), то есть не соблюдения ими норм федерального законодательства и законодательства города Москвы, ДИТ информирует Главное контрольное управление города Москвы, Объединение административно-технических инспекций города Москвы в целях принятия в установленном порядке решения о привлечении гражданина к административной ответственности.

Следует четко понимать и разграничивать факт выявления правонарушения, то есть установление противоправных действий в результате контроля соблюдения гражданами режима изоляции, что является исключительной компетенцией ДИТ, и установление в таких действиях наличия или отсутствия состава административного правонарушения, которое является исключительной компетенцией Главного контрольного управления города Москвы и Объединения административно-технических инспекций города Москвы.

 При этом, Главное контрольное управление города Москвы, Объединение административно-технических инспекций города Москвы так же не являются органами, в сферу полномочий которых входит принятие решений о наличии в действиях таких граждан признаков нарушения прав и законных интересов как гражданина, так и третьих лиц.

 Обеспечение верховенства закона, единства и укрепления законности, защиты прав и свобод человека и гражданина, а также охраняемых законом интересов общества и государства находится в компетенции органов прокуратуры Российской Федерации (статья 1 Федерального закона от 17.01.1992 № 2202-1 «О прокуратуре Российской Федерации»).

По мнению ДИТ, тридцатидневный срок, в течение которого оператор персональных данных еще может продолжать обрабатывать персональные данные, **в полной мере дает возможность для реализации необходимых мер по контролю за соблюдением лицом, отозвавшим свое согласие мер по самоизоляции,** без необходимости отказа оператора от удаления персональных данных.

Таким образом, в случае отзыва гражданином согласия на обработку персональных данных, отсутствует необходимый элемент состава административного правонарушения, характеризующий объект и его объективную сторону, то есть те общественные интересы, которым причиняется вред, и негативные последствия такого поведения (в рассматриваемом случае невозможность контроля за таким гражданином).

Административное правонарушение считается оконченным с момента, когда в результате действия (бездействия) правонарушителя имеются все предусмотренные законом признаки состава административного правонарушения.

Поскольку отзыв согласия на обработку данных не приводит к невозможности осуществления контроля за таким гражданином, и, как следствие, к нарушению обязательных требований в условиях режима повышенной готовности, в указанном случае такой отзыв является реализацией гражданином прав, предоставленных ему Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных».